Warning on Scam Transactions

Keep your money safe. If any of the below
apply, DO NOT SEND the money transfer.
It’s a scam and someone is trying to steal
your money. If you send money, it can be
paid out quickly, and you may not be able to

get a refund.

#1 Never transfer money to a stranger.
Know who you are dealing with.

#2 Never send money in the following
situations:

*To make a charity donation or to pay an
internet merchant for supplies during a
pandemic, natural disaster, or other crisis
*To receive money (examples: lottery
winnings, prize, or job offer)

#3 Never send money without checking out
the story and SNS communication. Reach
out to that friend or family member you
heard is in need first.

#4 If it sounds too good to be true, it
probably is.

#5 Never give your transaction reference
number to anyone other than the person you

intend to receive the money.

If you've lost money to a scam, call 03-5860-

1588 (JRF Compliance Department)
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